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Introduction

This document is currently under construction, representing only preliminary requirements gathering from Printronix and therefore should only be used for evaluation purposes.

The goal of our project is to construct an SNMP proxy for Printronix in order to enhance the networking functionality of their printing devices.  In the required system, clients at multiple SNMP management consoles communicate with the SNMP proxy via SNMP protocol.  The SNMP proxy processes and translates client request into XML messages in order to communicate with a non-SNMP-based device management server, which can then configure various non-SNMP-enabled Printronix printer devices.  The SNMP proxy will also receive responses back from the device management server in the form of XML messages that it will deliver via SNMP to the appropriate SNMP management console.
Project Schedule
	Deliverable/Events 
	Due Date 

	Team Webpage 
	Tue, July 9

	Requirements Iteration 1
	Thu, July 11

	Requirements- Iteration 2 / Test Plan iteration 1
	Thu, July 18

	Test Plan Iteration2/ Design Iteration1 
	Thu July 25

	Design Iteration2/ Code -Iteration1 
	Tue August 6

	Code-Iteration2 (Final)+ all final deliverables 
	Tue August 27

	Presentation of project to Printronix
	Thu/Fri August 29/30 


Project Risks
· Limited schedule – The schedule according to which the SNMP Proxy is being developed is extremely aggressive and may result in a product that does not satisfy the needs of Printronix.
· Unfamiliarity with required protocols – Project members may not become sufficiently familiar with SNMP protocol and XML within given time constraints.
· System timing Issues – The SNMP Proxy is subject to various timing constraints which may lead to timeouts
· Hardware Limitations – Hardware simulations may contain inaccuracies allowing implementations problems to go unnoticed until final testing.
· Project members – Team member may drop the course and therefore be required to leave the project.  In addition the client is going on vacation in August
Project Resources
Members
Ray Anaya

· Proficient in Java

· Knowledgeable in XML

· Knowledgeable in C++

· Experienced in writing requirements documents, design documents, and test plans

· Proficient in UML

· Experience in designing Use Cases

Chris King

· Proficient in Java
· Knowledgeable in XML

· Experienced documenting requirements and developing software designs
· Proficient in UML

· Experience in designing Use Cases

· Experience creating web pages
Allen Liao

· Proficient in Java and C++

· Experienced in writing requirements documents, design documents, and test plans

· Proficient in UML

· Experience in designing Use Cases

· Experience with multiple platforms including Windows and Linux

Susan Hu

· Proficient in Java and C++

· Experienced in writing requirements documents, design documents, and test plans

· Proficient in UML

· Experience in designing Use Cases

Required Hardware and Software
· Networked computers (at least 2)

· Simulation of the Printronix Device Management Server

· Java compiler

· Java SNMP libraries
· MIB browser
Requirements Specification
Use Cases
Request General Proxy Information

Users using an  SNMP Management Console will be able to request general information from the proxy including the proxy name and version, technical support information as well as Printronix contact information.  
Issue Proxy Commands

Users using an  SNMP Management Console will be able to issue a command to reset the device.  A list of variables (currently unspecified) should also reset the device.  Resetting will result in recent configurations made by the user to the SNMP proxy taking effect.
Configure Proxy SNMP
Users using an  SNMP Management Console will be able to issue commands related to the proxy community settings.  These commands include SNMP group version as well as community name.
Configure Printer TCIP settings
Users using an  SNMP Management Console will be able to set the IP address of network printer to manage with the proxy agent and determine which boot protocol will be used to determine that address.
Manage Printer Trap conditions for UDP 
Users using an  SNMP Management Console will be able to make entries into an trap table that represent printer device conditions for which a specified IP address should be notified of via a UDP Packet.  The device conditions include toner and paper status as well as printer errors.
Manage Printer Trap conditions for E-mail

Users using an  SNMP Management Console will be able to make entries into an trap table that represent printer device conditions for which a message should be sent to a specified email.  The device conditions include toner and paper status as well as printer errors.
Non-Functional Requirements
Efficiency

· The SNMP Management console must receive a reply from the SNMP Proxy to SNMP requests within the timeout period (to be specified later in the range of one second)

· The SNMP Proxy must be able to efficiently handle simultaneous connections to an unspecified number of SNMP Management Consoles

Process

· Implementation  of the Proxy must be done in the Java using J2SE 1.4

· Implementation of the Proxy must conform to the Javadoc standard

External

· SNMP Proxy must be able to process requests from any standard SNMP Management Console using SNMP V1

· Any outside source code libraries used for implementation must be open source (preferable LGPL)
Glossary

· Java™ - A highly portable, general purpose programming language developed by Sun Microsystems in the early- to mid-1990’s.

· MIB - A set of managed objects referred to as the SNMP Management Information Base representing the information available via 
· Open Source – A licenceing standard that allows programmers to read, redistribute, and modify the source code for a piece of software
· Proxy – A server that acts as an intermediary between a workstation user and a network so that security, and/or control services can be provided.

· SNMP - an application layer protocol used to monitor and configure a simple TCP/IP network.
· XML - Short for Extensible Markup Language, a specification that allows designers to create their own customized tags, enabling the definition, transmission, validation, and interpretation of data between applications and between organizations.
